POLITICASY PROCEDIMIENTOS PARA EL TRATAMIENTO DE DATOSPERSONALES

Version 2_junio de 2020.

Presentacion.

ORGANIZACION SERVICIOS Y ASESORIAS SA.S, ORGANIZACION NACIONAL DE
SERVICIOS SAS, ASEO SERVICIOS SAS. OSYA SALUD OCUPACIONAL IPS SAS,
GESTIONA AGENCIA COMERCIAL SAS, CREDICREDITOS SA.S. Y UNIDOS AGENCIA DE
SEGUROS LTDA (En adelante la ORGANIZACION) dando cumplimiento con la Ley Estatutaria
1581 del 2012 y a su Decreto Reglamentario 1377 de 2013 y de conformidad con lo establecido en €l
Manual de Politicas de Seguridad de la Informacion y en desarrollo de sus objetos sociales, efectlian
operaciones de recoleccion, amacenamiento, uso, circulacion y actualizacion de los datos personales
gque han sido suministrados y autorizados de manera libre, previa, clara, expresa, voluntaria e
informada por los titulares de la informacion y que reposan en las bases de datos y archivos fisicos,
bajo medidas técnicas, humanas y administrativas que garantizan la confidencialidad, veracidad y
disponibilidad, evitando adulteracion, pérdida, consulta, uso 0 acceso no autorizado.

Articulo 1. Objetivo.

Establecer |os criterios sobre la obtencion, recoleccion, uso, tratamiento, procesamiento, intercambio,
transferencia y transmision de datos personales, en cumplimiento y desarrollo del derecho
constitucional que tienen las personas a conocer, actualizar, y rectificar la informacion que recaude
sobre ellas en bases de datos, dando cumplimiento ala Ley 1581 de 2012, el Decreto 1377 de 2013 y
Decreto 886 de 2014.

Articulo 2. Alcance.

Aplica para todos los procedimientos que en la operacion realicen tratamiento de datos personaes de
los visitantes, candidatos, trabajadores, ex trabajadores, Proveedores, Empresas Usuariasy Clientes.
Articulo 3. Obligatoriedad.

La Presente Politica es de obligatorio cumplimiento por parte de los visitantes, candidatos,
trabajadores, ex trabgadores, Proveedores, Empresas Usuarias y Clientes (en adelante PARTES
INTERESADAS). Para Proveedores, Empresas Usuarias y Clientes se deberd incluir una clausula
contractual sobre el cumplimiento de estas politicas. El incumplimiento de la misma acarreara
sanciones de tipo laboral o responsabilidad contractual segun el caso.

Articulo 4. Responsabley Encargado del Tratamiento.

Cada una de las empresas que hacen parte de la ORGANIZACION son las responsables del



tratamiento de los datos personales. Asi mismo se indica que € encargado del tratamiento por cuenta
dela ORGANIZACION es:

ORGANIZACION SERVICIOSY ASESORIASSA.S.

NIT 890.206.051-0

Direccion: Carrera 37 # 53-50

Contacto: Maria Teresa Herrera Mendoza —  gerenciagestion@serviciosyasesorias.com.
gerenci agestion@serviciosyasesorias.com.

id Zapata Jerez — juridicabogota2@servi ci 0Syasesorias.com.

Articulo 5. Definiciones.

-AUTORIZACION: Consentimiento previo, expreso e informado de la persona que suministra la
informacion ya sea verbal o escrita, parallevar acabo el tratamiento de datos personales.

-AVISO DE PRIVACIDAD: Comunicacion verbal o escrita generada por €l responsable o encargado
dirigida a la persona que suministra la informacion, para € tratamiento de sus datos personales,
mediante la cua se le informa acerca de la existencia de las politicas de tratamiento de informacion
gue le serén aplicables, la forma de acceder a las mismas y las finalidades del tratamiento que se
pretende dar alos datos personales.

-BASE DE DATOS: Conjunto organizado de datos personal es que sea objeto de tratamiento.
-CONSULTA: Solicitud del Titular del dato o las personas autorizadas por éste o por la ley para
conocer lainformacién que reposa sobre ella en bases de datos o archivos.

-DATO PERSONAL: Cuaquier pieza de informacion vinculada a una o varias personas determinadas
o0 determinables o que puedan asociarse a una persona natural o juridica.

-DATO PUBLICO: Es € dato que no sea semiprivado, privado o sensible. Son considerados datos
publicos, entre otros, los datos relativos a estado civil de las personas, a su profesiéon u oficio y a su
calidad de comerciante o de servidor publico. Por su naturaleza, los datos publicos pueden estar
contenidos, entre otros, en registros publicos, documentos publicos, gacetas y boletines oficiales y
sentencias judiciales debidamente g ecutoriadas que no estén sometidas a reserva.

-DATOS SENSIBLES: Se entiende por datos sensibles aquellos que afectan la intimidad del titular o
cuyo uso indebido puede generar su discriminacion, tales como aquellos que revelen € origen racia o
étnico, la orientacion politica, las convicciones religiosas o filosoficas, la pertenencia a sindicatos,
organizaciones sociaes, de derechos humanos o que promueva intereses de cualquier partido politico
0 que garanticen los derechos y garantias de partidos politicos de oposicién, asi como los datos
relativos alasalud, alavidasexual, y los datos biométricos.

-DATO SEMIPRIVADO: Son datos que no tienen una naturaleza intima, reservada, ni publicay cuyo
conocimiento o divulgacion puede interesar no solo a su titular, sino a un grupo de personas o0 a la
sociedad en general. Para su tratamiento se requiere la autorizacion expresa del titular de la
informacion.

-ENCARGADO DEL TRATAMIENTO: Persona natural o juridica, publica o privada que por si
misma 0 en asocio con otros, realice el Tratamiento de datos personaes por cuenta del Responsable
del Tratamiento.

-HABILITACION O ESTAR HABILITADO: Es la legitimacion que expresamente y por escrito
mediante contrato o documento que haga sus veces, otorgue la Empresa a terceros que pueden o no ser
PARTE INTERESADA, en cumplimiento de la Ley aplicable, para el Tratamiento de Datos
Personales, convirtiendo a tales terceros en Encargados del Tratamiento entregados o puestos a
disposicion.

-MANUAL DE POLITICAS DE SEGURIDAD DE LA INFORMACION: Modelo de gestion de
seguridad de la informacion como la herramienta que permite identificar y minimizar los riesgos a los
cuales se expone la informacion, ayuda a la reduccién de costos operativos y financieros, establece
una cultura de seguridad y garantiza e cumplimiento de los requerimientos legales, contractuales,
regulatorios y de negocio vigentes.
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-PARTE INTERESADA: e refiere a todas aguellas personas u organizaciones afectadas por las
actividades y |as decisiones de la ORGANIZACION.

-RESPONSABLE DEL TRATAMIENTO: Persona natural o juridica, publica o privada que por si
misma 0 en asocio con otros, decida sobre la base de datos y/o Tratamiento de |os datos.

-TITULAR: Persona natural cuyos datos personales sean objeto de Tratamiento. TRATAMIENTO:
Cualquier operacion o conjunto de operaciones sobre datos personales, tales como la recoleccion,
almacenamiento, uso, circulacion o supresion.

-TRANSFERENCIA: La transferencia de datos tiene lugar cuando €& responsable y/o encargado del
tratamiento de datos personales, ubicado en Colombia, envia la informacion o los datos personaes a
un receptor, que a su vez es responsable del tratamiento y se encuentra dentro o fuera del pais.
-TRANSMISION: Tratamiento de datos personales que implica la comunicacion de los mismos dentro
o fuera del territorio de la Republica de Colombia cuando tenga por objeto la realizacion de un
tratamiento por el encargado por cuenta del responsable.

Articulo 6. Principios.

a) PRINCIPIO DE LA LEGALIDAD: e Tratamiento de datos es una actividad reglada que debe
sujetarse alo establecio en laley y las demas disposiciones que la desarrollen.

b) PRINCIPIO DE FINALIDAD: € tratamiento debe obedecer a una finalidad legitima de acuerdo
con laCongtituciony laLey, la cual debe ser informada al titular.

c¢) En lo correspondiente a la recoleccion de datos personales, ~ S.A.S. se limitard a aquellos datos que
sean pertinentes y adecuados para la finalidad con la cual fueron recolectados o requeridos; se debera
informar al titular e motivo por el cual se solicitalainformaciény el uso especifico que seledaraala
misma.

d) PRINCIPIO DE LIBERTAD: € tratamiento solo puede gercerse con e consentimiento previo,
expreso, e informado ddl titular. Los datos personales no podran ser obtenidos o divulgados sin previa
autorizacion, o en ausencia de mandato legal o judicial que releve el consentimiento.

€) PRINCIPIO DE VERACIDAD O CALIDAD: lainformacién sujeta a tratamiento debe ser veraz,
completa, exacta, actualizada, comprobable y comprensible. Se prohibe el tratamiento de datos
parciales, incompletos, fraccionados o que induzcan a error.

f) PRINCIPIO DE TRANSPARENCIA: en e tratamiento debe garantizarse e derecho del titular a
obtener del responsable del tratamiento o del encargado del tratamiento, en cualquier momento y sin
restricciones, informacion acerca de la existencia de datos que le conciernan.

g) PRINCIPIO DE ACCESO Y CIRCULACION RESTRINGIDA: El tratamiento se sujeta a los
limites que se derivan de la naturaleza de los datos personales, de las disposiciones de la ley y la
Constitucion. En este sentido, el tratamiento solo podré hacerse por personas autorizadas por € titular
y/o por las personas previstas en laley. Los datos personales, salvo la informacion publica, no podran
estar disponibles en internet u otros medios de divulgacion o comunicacion masiva, savo que el
acceso sea técnicamente controlable para brindar un conocimiento restringido solo a los titulares o
terceros autorizados conforme alaley.

h) PRINCIPIO DE SEGURIDAD: La informacion sujeta a tratamiento por ORGANIZACION
SERVICIOS Y ASESORIAS SA.S, se deberd mangjar con las medidas técnicas, humanas y
administrativas que sean necesarias para otorgar seguridad a los registros evitando su adulteracion,
pérdida, consulta, uso 0 acceso no autorizado o fraudulento.

i) PRINCIPIO DE CONFIDENCIALIDAD: ORGANIZACION SERVICIOS Y ASESORIAS SA.S.
esta obligada a garantizar la reserva de la informacién, inclusive después de finalizada su relacion con
alguna de las labores que comprende el tratamiento, pudiendo sblo realizar suministro 0 comunicacion
de datos personales cuando ello corresponda a desarrollo de | as actividades autorizadas en la ley.

j) Garantizar la seguridad de los bienes'y personas que circulan en el entorno de la ORGANIZACION.

k) Compartir lainformacién con:

-El o los encargados del tratamiento que por la naturaleza de nuestros procesos deban tener esta



informacion.

-Las personas naturales o juridicas que tengan la calidad de empleados directos, proveedores, clientes,
aliados y demas terceros relacionados directa o indirectamente con el objeto socia de la
ORGANIZACION.

-Proveedores necesarios para dar cumplimiento de los derechos y obligaciones derivados de los
contratos comerciales, laborales 0 de aprendizaje. Las personas naturales o juridicas con las que la
ORGANIZACION adelante gestiones para efectos de dar cumplimiento a sus obligaciones
comerciales, contractuales, legales, administrativasy

deméas. -Terceros que manejan bases de datos para las finalidades establecidas en |a presente Politica.

I) Dar cumplimiento a las disposiciones legales sobre transferencia de datos a terceros en caso que
dichatransferencia sea necesaria

m) Suministrar informacion a las autoridades competentes conforme a solicitud expresay en gjercicio
de sus funciones o para responder requerimientos administrativos y/o judiciales.

n) Los datos personales de nifias, nifios y/o adolescentes que no sean de naturaleza publica cumpliran
con los siguientes parametros y requisitos en su tratamiento:

-Que responda y respete €l interés superior de los nifios, nifias y adolescentes. Que se asegure el
respeto de sus derechos fundamental es.

-Vaoracion de la opinion del menor cuando éste cuente con la madurez, autonomia 'y capacidad para
entender el asunto. Cumplidos los anteriores requisitos, se solicitard autorizacion para el Tratamiento
de Datos a Representante legal del nifio, nifia o adolescente.

0) En adicion a las finaidades descritas, la ORGANIZACION trataréa los datos personales de los
titulares para fines estadisticos, el cumplimiento de las obligaciones legales y reglamentarias a las que
se encuentra sujeta ala ORGANIZACION, asi como paralas demés finalidades.

p) para las cuales los titulares otorguen su autorizacion en e proceso de recoleccion de los datos
personales.

g) La informacion capturada a través de camaras de circuito de vigilancia sera tratada por la
ORGANIZACION o la respectiva empresa con la cual pueda existir convenio de colaboracion parala
prestacion del servicio para efectos de seguridad de las personas y activos que se encuentren en las
instalaciones correspondientes y ser transmitida o transferida a las autoridades correspondientes.

r) Los Encargados o terceros que tengan acceso a los datos personales por virtud de la Ley o contrato,
harén el tratamiento exclusivamente para las finalidades mencionadas.

s) Entrega de informacion personal a proveedores de servicios. es posible que para cumplir con la
relacion contractual que la ORGANIZACION sostengan con € titular de la informacion, esta sea
entregada o compartida con PARTES INTERESADAS para las finalidades autorizadas por €l titular o
las previstas en la Ley, tales como Fondos de Empleados, intermediarios de seguros y personas
naturales o juridicas que presten servicios profesionales para efectuar estadisticas, clculos actuariales,
desarrollo de software y cuaquier otra actividad para llevar a cabo € objeto social de la
ORGANIZACION. Siempre que su informacion sea entregada o compartida con las PARTES
INTERSADAS, La ORGANIZACION se asegurara de establecer unas condiciones que vinculen a la
PARTE INTERESADA asus politicas de privacidad y seguridad de la informacién de tal forma que la
informacion personal de los titulares se encuentre protegida. Asimismo, se estableceran acuerdos de
confidencialidad para el manejo de la informacion y obligaciones responsable-encargado cuando el
tipo de entrega lo amerite.

Articulo 7. Derechos del Titular delainformacién.
a) El titular de los datos personales tendra | os siguientes derechos:

b) Conocer, actualizar y rectificar sus datos personales. Este derecho se podra gjercer, entre otros,
frente a datos parciales, inexactos, incompletos, fraccionados, que induzcan a error, 0 aquellos cuyo



tratamiento esté expresamente prohibido o no haya sido autorizado.

c) Solicitar prueba de la autorizacion otorgada a Responsable del Tratamiento salvo cuando
expresamente se exceptle como requisito para el Tratamiento, de conformidad con lo previsto en el
articulo 10 delaLey 1581 de 2012.

d) Ser informado por € responsable o encargado, previa solicitud, respecto del uso que le ha dado a
sus datos personales.

€) Presentar ante la Superintendencia de Industria y Comercio quejas por infracciones a lo dispuesto
en laley 1581 de 2012 y las demas normas que la modifiguen, adicionen o complementen.

f) Revocar |a autorizacién y/o solicitar la supresion del dato cuando en e Tratamiento no se respeten
los principios, derechos y garantias constitucionales y legales. La revocatoria y/o supresion procedera
cuando la Superintendencia de Industria y Comercio haya determinado que en e Tratamiento el
Responsable o Encargado han incurrido en conductas contrarias ala Constitucion y laley.

g) Acceder en forma gratuita a sus datos personal es que hayan sido objeto de tratamiento.

h) Sin perjuicio de las excepciones previstas en la ley, en e Tratamiento se requiere la autorizacion
previa e informada del Titular, la cual debera ser obtenida por cualquier medio que pueda ser objeto de
consulta posterior. Sin embargo, la autorizacion del Titular no sera necesaria cuando se trate de:

-Informacion requerida por una entidad publica o administrativa en gjercicio de sus funciones legales
o por orden judicial;

-Datos de naturaleza publica;

-Casos de urgencia médica o sanitaria;

-Tratamiento de informacion autorizado por laley parafines histéricos, estadisticos o cientificos;
-Datos relacionados con €l Registro Civil de las Personas.

-Para el cumplimiento de las obligaciones legales de ORGANIZACION SERVICIOS Y ASESORIAS
SA.S, para e Sistema de Administracion del Riesgo del Lavado de Activos y financiacion del
terrorismo SARLAFT.

Articulo 8. Deberes del Responsable del Tratamiento.

a) Garantizar a Titular, en todo tiempo, el pleno y efectivo gjercicio del derecho de habeas data.

b) Solicitar y conservar, en las condiciones previstas en la presente ley, copia de la respectiva
autorizacion otorgada por €l Titular.

¢) Informar debidamente a Titular sobre la finalidad de la recoleccion y los derechos que le asisten
por virtud de la autorizacién otorgada.

d) Conservar la informacion bajo las condiciones de seguridad necesarias para impedir su
adulteracion, pérdida, consulta, uso 0 acceso no autorizado o fraudulento.

€) Garantizar que lainformacién que se suministre al Encargado del Tratamiento sea veraz, completa,
exacta, actualizada, comprobable y comprensible.

f) Actualizar lainformacion, comunicando de forma oportuna al Encargado del Tratamiento, todas las
novedades respecto de los datos que previamente le haya suministrado y adoptar las demas medidas
necesarias para que lainformacion suministrada a este se mantenga actualizada.

0) Rectificar la informacién cuando sea incorrecta y comunicar lo pertinente a Encargado del
Tratamiento.

h) Suministrar a Encargado del Tratamiento, segun €l caso, Unicamente datos cuyo Tratamiento esté
previamente autorizado de conformidad con o previsto en la presente ley.

1) Exigir al Encargado del Tratamiento en todo momento, el respeto a las condiciones de seguridad y
privacidad de lainformacion del Titular.

j) Tramitar las consultas y reclamos formulados en |os términos sefialados en la presente ley.

k) Adoptar un manual interno de politicas y procedimientos para garantizar el adecuado cumplimiento
delapresente ley y en especial, parala atencion de consultas y reclamos.

) Informar a Encargado del Tratamiento cuando determinada informacién se encuentra en discusion



por parte del Titular, una vez se haya presentado la reclamacion y no haya finalizado el trémite
respectivo.

m) Informar a solicitud del Titular sobre el uso dado a sus datos.

n) Informar a la autoridad de proteccion de datos cuando se presenten violaciones a los codigos de
seguridad y existan riesgos en la administracion de lainformacion de los Titulares.

0) Cumplir las instrucciones y requerimientos que imparta la Superintendencia de Industria y
Comercio.

Articulo 9. Deberes del Encargado del Tratamiento.

Garantizar a Titular, en todo tiempo, el plenoy efectivo gjercicio del derecho de habeas data.

Conservar la informacion bajo las condiciones de seguridad necesarias para impedir su adulteracion,
pérdida, consulta, uso o acceso no autorizado o fraudulento.

Realizar oportunamente la actualizacion, rectificacion o supresion de los datos en los términos de la
presente ley.

Actualizar la informacion reportada por los Responsables del Tratamiento dentro de los cinco (5) dias
habiles contados a partir de su recibo.

Tramitar las consultas y los reclamos formulados por los Titulares en los términos sefidlados en la
presente ley.

Adoptar un manual interno de politicas y procedimientos para garantizar € adecuado cumplimiento de
la presente ley y, en especial, parala atencion de consultas y reclamos por parte de los Titulares.

Registrar en la base de datos las leyendas "reclamo en tramite” en la forma en que se regula en la
presente ley.

Insertar en la base de datos la leyenda "informacién en discusion judicial™ una vez notificado por parte
de la autoridad competente sobre procesos judiciales relacionados con la calidad del dato personal.

Abstenerse de circular informacién que esté siendo controvertida por € Titular y cuyo bloqueo haya
sido ordenado por la Superintendencia de Industriay Comercio.

Permitir el acceso alainformacidn Unicamente alas personas que pueden tener acceso a€lla

Informar a la Superintendencia de Industriay Comercio cuando se presenten violaciones a los cédigos
de seguridad y existan riesgos en laadministracion de lainformacion de los Titulares.

Cumplir lasinstrucciones y requerimientos que imparta la Superintendencia de Industriay Comercio.
Paragrafo. En € evento en que concurran las calidades de Responsable del Tratamiento y Encargado

del Tratamiento en la misma persona, le sera exigible el cumplimiento de los deberes previstos para
cada uno.

Articulo 10. Procedimientos para obtener la autorizacion, gercer los derechos a conocer,
actualizar, rectificar y suprimir datos per sonalesy/o sensiblesy revocar la autorizacion.



Procedimiento para Obtener la Autorizacion.

i.Candidatos.
Cuando se obtengan datos personales o sensibles de las personas por captura en formatos fisicos, en
los mismos se solicitara autorizacion para el tratamiento de dichos datos.

Cuando se haga gestion telefonica y se obtengan datos personales o sensibles, se solicitara la
autorizacion para €l tratamiento de los mismos, mediante la ectura del respectivo Guion Telefonico.

Cuando se obtengan datos personales por medio de correo electronico, se enviara autométicamente
respuesta con el Aviso de Privacidad e indicando que, por actos concluyentes, se esta autorizando el
tratamiento de datos personales.

Cuando se obtenga informacion por medio de intercambio de bases de datos, no dara tratamiento hasta
gue por medio idéneo se obtenga la autorizacion.

Trabajadores.

En los contratos de trabajo esté incluida como Clausula, la Autorizacién para el Tratamiento de datos
personales.

ii. Proveedores.

En los contratos comerciales con personas naturales que sean proveedores, debe establecerse como
Clausulala Autorizacion para el Tratamiento de datos personales. Clientes.

En los contratos comerciales con personas naturales que sean clientes, debe establecerse como
Clausulala Autorizacién para € Tratamiento de datos personales.

Visitantes.

A las personas que ingresen a las instalaciones de ORGANIZACION SERVICIOS Y ASESORIAS
SAA.S, seles solicitara en los puntos de control (Recepcion — Vigilancia), un documento que no seala
cédula de ciudadaniay que permitaidentificar a visitante. De igual forma, se instalaran en los lugares
en donde existan camaras de vigilancia un aviso en e que se indique que se esta grabando por las
camaras de seguridad y que dichas imagenes audiovisuales solo seran utilizadas para la seguridad de
los visitantes, y deméas personas que ingresan a las instalaciones de ORGANIZACION SERVICIOS Y
ASESORIAS SA.S. Estas iméagenes audiovisuales, estaran almacenadas por un periodo de dos (2)
meses y su tratamiento es restringido a simple almacenamiento. Salvo requerimiento judicial, o
situaciones que comprometan la seguridad de las personas, no es posible la circulacion de estas
imagenes audiovisuales.

Procedimiento para Conocer, Actualizar y Rectificar la Informacion.
Candidatos.

Cuando se obtenga la autorizacion, se indicard quien es e Encargado del Tratamiento y que por
intermedio de la pagina web www.serviciosyasesorias.com , se pueden conocer, actualizar y rectificar
los datos personales y/o sensibles que se encuentren en bases de datos y sean susceptibles de
tratamiento. La persona puede, a través de la pagina web, hacer solicitudes en cuanto a conocer,
actualizar y rectificar los datos personales y/o sensibles que se encuentren en bases de datos y sean
susceptibles de tratamiento. Las respuestas a las peticiones se dardn a més tardar dentro de los quince
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(15) dias hébiles, de conformidad con lo establecido en € articulo 15 de la Ley 1581 de 2012.
Trabajadores.

Cuando se firme el contrato de trabajo, se indicara quien es el Responsable y e Encargado del
Tratamiento y que por intermedio de la pagina web www.serviciosyasesorias.com , se pueden conocer,
actualizar y rectificar los datos personales y/o sensibles que se encuentren en bases de datos y sean
susceptibles de tratamiento. El trabajador puede, a través de la pagina web o directamente a la
Gerencia de Gestién, hacer solicitudes en cuanto a conocer, actualizar y rectificar 1os datos personales
y/o sensibles que se encuentren en bases de datos y sean susceptibles de tratamiento. Las respuestas a
las peticiones se daran a més tardar dentro de los quince (15) dias hébiles, de conformidad con lo
establecido en €l articulo 15 delaLey 1581 de 2012.

Proveedoresy Clientes.

En los contratos comerciales se indicarg, por medio de una Cléausula, que tanto los Proveedores como
los Clientes personas naturales, pueden conocer, actualizar y rectificar los datos personaes y/o
sensibles que se encuentren en bases de datos y sean susceptibles de tratamiento. Estas solicitudes se
recibiran por escrito a los siguientes correos. Clientes. gerenciagestion@serviciosyasesorias.com
Proveedores:gerenciagestion@serviciosyasesorias.com Las respuestas a las peticiones se daran a mas
tardar dentro de los quince (15) dias habiles, de conformidad con lo establecido en el articulo 15 de la
Ley 1581 de 2012.

c. Procedimiento para Revocar laInformacién.
i. PARTES INTERESADAS.

Podran presentar reclamo en cualquier momento, bien sea por intermedio de la pagina web
WWW.Serviciosyasesorias.com , solicitando la supresién de los datos personales y/o sensibles o la
revocatoria de la Autorizacion de conformidad con lo establecido en € articulo 15 de la Ley 1581 de
2012 y €l articulo 9 del Decreto 1377 de 2013. Larespuesta a requerimiento se dard en e término de
15 dias habiles posteriores a la presentacion de la reclamacion. ii. Trabagjadores, Proveedores y
Clientes. De conformidad con lo establecido en €l articulo 9 del Decreto 1377 de 2013, mientras exista
el vinculo contractual, €l Titular no puede solicitar la revocacion de los datos personales y/o sensibles
gue reposen en sus bases de datos.

Articulo 11. Tratamiento de datos sensibles.

La ORGANIZACION prohibe a sus trabajadores, contratistas, colaboradores directos o indirectos y
otros divulgar datos considerados como sensibles en la Constitucion y la Ley, tales como origen racial
0 étnico, preferencia politica, afiliacion sindical, afiliacion a organizaciones sociales gubernamental es
0 no, organismos de derechos humanos, convicciones religiosas, orientacion sexual, datos biométricos
o de salud, etc., los cuales estan sometidos areserva'y confidencialidad, en especial cuando se trata de
nifias, nifios menores de edad y adolescentes, con excepcion de los casos explicitamente sefialados en
€l articulo 6 delaLey 1581 de 2012, los cuales son:

El Titular haya dado su autorizacion explicita a dicho Tratamiento, salvo en los casos que por ley no
sea requerido el otorgamiento de dicha autorizacion.

El Tratamiento sea necesario para salvaguardar el interés vital del Titular y este se encuentre fisica o
juridicamente incapacitado. En estos eventos, los representantes legales deberdn otorgar su
autorizacion.
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El Tratamiento sea efectuado en el curso de las actividades legitimas y con las debidas garantias por
parte de una fundacion, ONG, asociacion o cualquier otro organismo sin animo de lucro, cuya
finalidad sea politica, filostfica, religiosa o sindical, siempre que se refieran exclusivamente a sus
miembros 0 a las personas que mantengan contactos regulares por razon de su finalidad. En estos
eventos, los datos no se podran suministrar aterceros sin la autorizacion del Titular.

El Tratamiento se refiera a datos que sean necesarios para el reconocimiento, gercicio o defensa de un
derecho en un proceso judicial.

El Tratamiento tenga una finalidad histérica, estadistica o cientifica. En este evento deberan adoptarse
las medidas conducentes a la supresion de identidad de los Titulares.

En los casos en que e Tratamiento de datos sensibles sea posible, debe cumplir se las siguientes
obligaciones: Informar al titular que por tratarse de datos sensibles no esta obligado a autorizar su
Tratamiento. Informar a titular de forma explicita'y previa, ademas de los requisitos generales de la
autorizacion para la recoleccién de cualquier tipo de dato personal, cudles de los datos seran objeto de
Tratamiento son sensiblesy lafinalidad del Tratamiento, asi para obtener su consentimiento expreso.

Articulo 12. Autorizacion Tratamiento de datos menor es de edad.

Cuando se trate de la recoleccion y tratamiento de datos de menores de dieciocho (18) afios se deben
cumplir los siguientes requisitos: La autorizacion debe ser otorgada por personas que estén facultadas
para representarlos menores de edad. El representante de ellos deberd garantizarles e derecho a ser
escuchados y valorar su opinion del tratamiento teniendo en cuenta la madurez, autonomia y
capacidad de los NNA (nifios, nifas, adolescentes) para entender el asunto. Se debe informar que es
facultativo responder preguntas sobre datos de los menores de edad. El tratamiento debe respetar el
interés superior de los menores de edad y asegurar €l respeto de sus derechos fundamentales. Se debe
informar de forma explicitay previa d titular cudles de los datos que seran objeto de tratamiento son
sensiblesy lafinalidad del mismo.

Articulo 13. Transferenciay Transmision Internacional de Datos Per sonales.

Para la transferencia internacionales de datos personales de los titulares, la ORGANIZACION vy ¢
Encargado del tratamiento, tomaran las medidas necesarias para que los terceros conozcan y se
comprometan a observar esta Politica, bgjo €l entendié que la informacion persona que reciban,
Unicamente podréa ser utilizada para asuntos directamente rel acionados con la ORGANIZACION y no
podra ser usada o destinada para propdésito o fin diferente. Para la transferencia internacional de datos
personales se observaralo previsto en e articulo 26 delaLey 1581 de 2012.

L as transmisiones internacionales de datos personales que efecttie la ORGANIZACION no requeriran
ser informadas al Titular ni contar con su consentimiento cuando medie un contrato de transmision de
datos personales de conformidad al articulo 25 del Decreto 1377 de 2013.

Con la aceptacion de la presente politica, €l Titular autoriza expresamente para transferir y transmitida

Informacién Personal. La informacion sera transferida y transmitida, para todas las relaciones que
puedan establecerse con la ORGANIZACION.

Articulo 14 Aceptacion de esta politica de privacidad.



El titular de la informacién acepta el tratamiento de sus datos personales, conforme con los términos
de esta politica de privacidad, cuando proporciona los datos a través de documentos fisicos, formatos
establecidos paratal fin, plataformas digital es, paginas.

Articulo 15 Vigencia del tratamiento delos datos.

La informacion suministrada por los titulares permanecera amacenada por € tiempo que sea
determinado por € titular o que sea indicado por ley para el cumplimiento de los fines para los cuales
fue incorporada.

Articulo 16. Vigencia de la politica.

La presente politica serd vinculante y debera ser publicada a todos los grupos de interés, dentro de los
sitios definidos por la ORGANIZACION. El oficial de cumplimiento de la ORGANIZACION o quien
haga sus veces, sera el responsable de la administracion de esta politica 'y en esa medida gestionara
con las areas involucradas su divulgacion, cumplimiento y actualizacion.

Articulo 17. Contratacion virtual.

Perfeccionamiento del modelo de contratacion virtual dado que yo sea seleccionado e invitado a
realizar el proceso de contratacion de forma virtual a través de la herramienta tecnol6gica que en este
sitio se ha dispuesto paratal fin. Por lo cual yo manifiesto que es mi voluntad y estoy de acuerdo con
el modelo de contratacion electronica que aqui se plantea, aceptando explicita e irrevocablemente que
los documentos generados, consultados y cargados en el proceso de contratacion virtual tiene plena
validez técnica y juridica, resultando ser evidencia suficiente de carécter probatorio en cualquier
proceso administrativo, judicial o legal. Por lo tanto, manifiesto que es mi voluntad gjustarme a dicho
modelo de contratacién electrénica usado en este sitio para realizar comunicaciones, efectuar
transacciones, crear documentos electronicos o cuaquier otra actividad mediante € uso del
intercambio electronico de datos. También declaro que es mi voluntad regirme por el modelo de firma
glectronica pactada mediante acuerdo (el cual es € modelo legal que usa este sitio para €
perfeccionamiento del proceso de la contratacion laboral virtual) sefialada en el numeral 1° del articulo
2.2.2.47.1. Ddl decreto 1074 de 2015, referente ala suscripcion de contratos de trabajo mediante firma
electronica, publicado también en la circular No.0060 de 2018 por el ministerio de trabgjo €l 5 de
diciembre del 2018 con asunto: suscripcion de contratos de trabajo mediante firma electronica,
firmado por Alicia Victoria Arango quien en esa fecha gjercia como ministra de trabgjo.



